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Abstract. This article considers the problems of finding modern secure thresholds for the parameters of
cryptographic algorithms. We conducted a comparative analysis of the obtained secure thresholds against the
thresholds of the state standard of the Republic of Kazakhstan ST RK 1073-2007 "Means of cryptographic protection
of information. General technical requirements." Based on the results of the analysis and taking into account the
experience of certification tests, we worked out specific proposals for amendments and additions to this Standard.
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Introduction. The state standard of the Republic of Kazakhstan ST RK 1073-2007 "Means of
cryptographic protection of information. General technical requirements" (hereinafter "the Standard") was
adopted 12 years ago and became the main Kazakhstan standard for assessing the quality of Means of
Cryptographic Protection of Information (hereinafter — MCPIs) [1, 2].

Over the past time, theoretical cryptography has received new development, as well as the
qualifications and computational capabilities of potential adversaries using distributed (network based)
and quantum computing have also increased. At the same time, the use of global communication networks
has significantly increased, including in banking information and payment systems that need
cryptographic protection of information. All of this, makes it relevant, to define modern safe thresholds for
parameters of cryptographic algorithms. Moreover, the built models of cryptographic information
protection adversaries of also prove that some provisions of the Standard, especially those related to the
first and second level of security, are outdated, and the Standard itself needs to be updated[3].

When updating the Standard, it is advisable to be guided by the following conceptual principles that
had been substantiated and, to a large extent, verified by previous editions of the Standard [1, 4-6]:

1. Ensuring consistency with the previous editions of the Standard. This, on the one hand, will make it
easier for developers and researchers of MCPIs to make a smooth transition to new requirements, and on
the other hand, it will allow government bodies and other users of MCPIs to be guided by previously
adopted regulatory legal acts in the field of MCPIs, presumably with minor changes.

2. Defining in the Standard all used cryptographic terms will facilitate an unambiguous understanding
and application of the Standard, eliminate the need to constantly refer to the scientific and technical
literature for the interpretation of terms.

3. Defining in the Standard four security levels of MCPIs associated with possible damage from
disclosure, imposition, or uncontrolled changes in the protected information, the budget of a potential
adversary, as well as the computational and spatial complexity of the known cryptographic-protection
breaking algorithms. This will allow even unskilled users of MCPIs to build adequate protection. Besides,
for the sake of consistency, it is advisable not only to maintain the four security levels but if the
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requirements for them are tightened, it is highly desirable to do so in such a way that the requirements of
each security level of a new version of the Standard do not exceed the requirements of the higher security
level of the previous version. This will prevent or limit at one level a decrease in the security level of
MCPIs when switching to a new edition of the Standard, which is extremely important for already
deployed information and telecommunication systems.

4. Defining in the Standard general requirements, which are elementary in theoretical and applied
cryptography and, therefore, are imposed on all MCPIs regardless of the level of security. This will help to
counter threats exploiting the lack of deep cryptographic knowledge among individual developers and
owners of MCPIs.

5. Defining in the Standard the main parameters of cryptographic algorithms and their secure
threshold values, as a rule, with a 20% margin of strength for their absolute values, which provide
resistance to known universal algorithms (attacks) for breaking cryptographic protection of the appropriate
computational complexity. The need to introduce a margin of strength is confirmed by the history of the
development of cryptography, which demonstrates the emergence of cryptographic attacks even on
admittedly strong cryptographic algorithms that are more effective than universal attacks. These
requirements will help the designers of MCPIs in the development and selection of cryptographic
algorithms and protocols of the required strength, as well as, in certification and other tests, effectively
identify cryptographic algorithms that are insecure against both universal algorithms for breaking
cryptographic protection and most special attacks.

6. Defining in the Standard additional organizational and technical requirements for MCPIs
depending on the level of security. This will allow MCPIs to withstand additional threats that substantially
depend on the scientific, technical, operational and financial capabilities of the adversary.

7. Quitting in the Standard any definition of specific cryptographic algorithms and protocols. This
makes it possible to conduct certification tests of MCPIs of different types and purposes, various domestic
and foreign manufacturers.

Analysis of general requirements. In paragraphs 4 "General provisions", 5.1 "General requirements
for MCPIs" and 5.2 "Requirements for technical documentation for MCPIs" of the Standard [1] set forth
the common requirements for all MCPIs.

1.1. Subparagraphs 4.3.1, 4.3.2, 4.3.3, 4.3.4 and paragraph 4.4 of the Standard define four security
levels, linked to the cost of the information to be protected with no more than 100, 10,000, 1,000,000 and
100,000,000 MCI for 1, 2, 3 and 4 security levels, as well as with the computational complexity of known
algorithms for breaking cryptographic protection at 2°°, 2%, 212° and 2'%, respectively. The thresholds for
the computational complexity of breaking algorithms for levels 1 and 2 are no longer secure [3]. Besides,
the development of bank information and payment systems requires the processing of higher-priced
information. Therefore, taking into account the models of cryptographic information protection
adversaries, it is expedient to amend the wording in subparagraphs 4.3.1, 4.3.2, 4.3.3, 4.3.4 and paragraph
4.4 of the Standard, as follows:

"4.3.* MCPIs of the first (second, third, fourth) security level are designed to protect the information,
the damage from disclosure, imposition or unauthorized modification of which in the amount protected
using the same key (the same keys) does not exceed 100 (50 thousand, 25 million, 10 billion) monthly
calculation indices, from potential adversaries with a budget of no more than 1,000 (1 million, 1 billion
and 1 trillion) monthly calculation indices.

4.4 MCPIs cannot be recognized as appropriate to the first, second, third or fourth security levels if an
algorithm for breaking cryptographic protection provided by them is known, the computational
complexity of which is less than 2% 2% 2'?® and 2'°° operations, respectively, with due consideration of
the inverse multiplicative correction for the probability of its successful application. If an algorithm for
breaking cryptographic protection has a space complexity of at least 2°°, 2% 2% and 2'%° bits,
respectively, then this algorithm is considered inapplicable."

1.2. Paragraph 4.2 of the Standard states that MCPIs are considered as technologically complete
(workable) means. This wording does not allow us to unambiguously interpret this paragraph as a
requirement, although the workability of the MCPIs is of fundamental importance. To correct this, it is
advisable to transfer paragraph 4.2 of the Standard from Section 4 "General Provisions" to Section 5 as
follows:

"5.1.1 MCPIs shall be technologically complete (workable) hardware, software, or firmware."
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1.3. Subparagraphs 5.1.1, 5.3.6, 5.4.6, 5.5.6 and 5.6.6 of the Standard impose requirements on the
randomness of generated and formed keys. However, the requirements are largely duplicated, not
localized in one paragraph for each level of security, which also complicates the presentation and
understanding of the results of certification tests in scientific reports and protocols. To correct this, it is
advisable to exclude subparagraph 5.1.1 of the Standard, amend the wording of subparagraphs 5.3.6, 5.4.6,
5.5.6 and 5.6.6, and supplement the list of terms with the notions "random sequence of bits", "pseudo-
random sequence of bits" and "non-deterministic pseudo-random sequence of bits".

1.4. Subparagraph 5.2.1 of the Standard requires a complete description of the implemented
cryptographic transformation algorithms, and subparagraph 5.2.2 allows replacing the complete
description with references to standards defining these algorithms. To correct the formal contradiction
between these subparagraphs, it is reasonable to combine them into one subparagraph with the
requirement for a complete description of the implemented algorithms or the presence of references to the
standards defining these algorithms:

"5.2.1 The technical documentation (design, technological and software documentation, depending on
the type of MCPI) for all cryptographic transformation, key generation, formation, distribution, and
management algorithms implemented in a MCPI shall contain their full description or references to the
defining them state and interstate standards or other regulatory documents on standardization, effective or
applicable in the Republic of Kazakhstan in the prescribed manner."

Analysis of the requirements for the parameters of cryptographic algorithms. Paragraphs 5.3
"Requirements for MCPIs of the first security level", 5.4 "Requirements for MCPIs of the second security
level", 5.5 "Requirements for MCPIs of the third security level" and 5.6 "Requirements for MCPIs of the
fourth security level" of the Standard [1] set forth the requirements for the parameters of cryptographic
algorithms that directly depend on the computational complexity of the well-known universal algorithms
for breaking cryptographic protection. These requirements only partially comply with the above secure
thresholds of 2%, 2°6, 2'2% and 2'%° operations for security levels 1, 2, 3 and 4, respectively.

2.1. Subparagraphs 5.3.1, 5.4.1, 5.5.1 and 5.6.1 of the Standard specify that the key length of
symmetric cryptographic transformation algorithms implemented by MCPIs shall be at least 60, 100, 150
and 200 bits for security levels 1, 2, 3 and 4, respectively. In the case of using these threshold key lengths,
the all-key brute-force algorithm, which is universal and the only one applicable to all symmetric
algorithms, will be able to break cryptographic protection in 2%, 2'% 2'5° and 22 encryption operations
[7-11]. The value of 2% is below the secure threshold of computational complexity for security level 1, as
260 < 2% The values of 2! and 2'°° correspond to secure thresholds of computational complexity for 2nd
and 3rd security levels, but do not provide additional security margins of 20%, since 2'%"#" = 280 < 2%
and 2150780% = 2120 < 2128 " Therefore, to ensure the secure key length of symmetric cryptographic
transformation algorithms, it is necessary to increase their threshold values in subparagraphs 5.3.1, 5.4.1
and 5.5.1 of the Standard to 80, 120 and 160 bits, respectively, while the requirements of subparagraph
5.6.1 of the Standard can be left unchanged. Then the brute-force algorithm will be able to break
cryptographic protection in only 2%, 2'%) 219 and 22 encryption operations with an additional security
margin of 20%, since 280"80% = 264 D120%80% _ 936 HI60*80% _ HI28 o 4 H200%80% — 160

2.2. Subparagraphs 5.3.2, 5.4.2, 5.5.2 and 5.6.2 of the Standard indicate that the key length of
asymmetric cryptographic transformation algorithms implemented by MCPIs shall be at least 120, 160,
250 and 400 bits for security levels 1, 2, 3 and 4, respectively. In the case of using these threshold key
lengths, the all-key brute-force algorithm will be able to break cryptographic protection in 2'%, 260, 2250
and 2% encryption operations, respectively. However, in all modern MCPIs, the implemented asymmetric
cryptographic transformation algorithms use, as a one-way function, exponentiation in some finite
multiplicative group G, usually cyclic and with order ord(G) = 2*, where k is the length of the secret
and/or public key. Thus the cryptographic strength of these algorithms is based on the computational
complexity of the discrete logarithm problem in an arbitrary or cyclic finite multiplicative group. The
computational complexity of known effective discrete logarithm algorithms in these groups (the Gelfond-
Shanks algorithm, also called the baby-step giant-step algorithm, Pollard's kangaroo (1) algorithm,
Pollard's rtho (p) algorithm, etc.), which do not impose significant additional restrictions on the group
properties, is O(Nord(G)) = Nord(G) = 2% = 22 and, respectively, 2%, 2%, 2!% and 22 operations for
security levels 1, 2, 3 and 4 [7, 8, 12, 13]. The values of 2%, 2% and 2'* do not attain the secure
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thresholds of computational complexity for security levels 1, 2, and 3, since, 2% < 2%, 2% < 2% and
2125 < 2128 Therefore, to ensure the secure key length of asymmetric cryptographic transformation
algorithms, it is necessary to increase their threshold values in subparagraphs 5.3.2, 5.4.2 and 5.5.2 of the
Standard to 160, 240 and 320 bits, respectively, while the requirements of subparagraph 5.6.2 of the
Standard can be left unchanged. Then, discrete logarithm algorithms in an arbitrary or cyclic finite
multiplicative group will be able to break cryptographic protection in only 2%, 2'20 2! apnd 22
operations, respectively, with an additional security margin of 20%, since 280780% = 264 2120780% — 79
160%80% _ 5128 1 4 2200%80% _ 5160

2.3. Subparagraphs 5.3.3, 5.4.3, 5.5.3 and 5.6.3 of the Standard state that the key length of
implemented by MCPIs asymmetric cryptographic transformation algorithms, the cryptographic strength
of which is based on the computational complexity of the factorization problem or the discrete logarithm
problem in a finite field, shall be at least 500, 1500, 4000 and 8000 bits for security levels 1, 2, 3 and 4,
respectively. These subparagraphs reflect the fact that in many MCPIs, the implemented asymmetric
cryptographic transformation algorithms use, as a mandatory one-way function, exponentiation in a finite
field P whose order ord(P) = n = 2, where k is the length of the secret and/or public key. Notice that to
provide a "loophole" for such a one-way function, the popular RSA algorithm uses the product of two
secret primes: n = p*q as an element of the public key, and the secret key d falls in the range from 1 to
@ (n) = (p-1) (g-1), i.e. n = p x g = (p-1) (g-1) = 2F, where k is the length of the private key d. Hence, the
cryptographic strength of these algorithms is based on the computational complexity of composite
factorization or the discrete logarithm problem in a finite field. The computational complexity of the
known effective factorization and discrete logarithm algorithms in a finite field (sieve algorithms for a
number field) that do not impose additional restrictions on the properties of a composite number and a
finite field is subexponential and evaluated as L.(1/3, (64/9)"®), where L. (a,c) =
O(exp((c+o(1))(In n)*(In In n)"*)) [7, 8, 12, 13]. Special algorithms for solving these problems (for
example, special number field sieve algorithms) that impose significant additional restrictions on
factorizable numbers and finite fields have a slightly lower computational complexity of L,(1/3, (32/9)"?).
In the case of using the existing threshold key lengths, the above universal algorithms will be able to break
cryptographic protection in 2%, 2193 21550 and 22°3 gperations, and special algorithms — in 2°%2, 2812,
21230 "and 263 operations for security levels 1, 2, 3 and 4, respectively. The value 257 is below the secure
threshold of computational complexity for security level 1, since 2% < 2%, The value 2'°** exceeds the
secure threshold of computational complexity for security level 2, but does not provide an additional
security margin even at 7%, since 2'9%3"%% =~ 2951 < 2% Therefore, to ensure the secure key length of
asymmetric cryptographic conversion algorithms, the cryptographic strength of which is based on the
computational complexity of the problem of composite factorization or the discrete logarithm problem in a
finite field, it is necessary to increase their threshold values in subparagraphs 5.3.3 and 5.4.3 of the
Standard to 1000 and 2000 bits, respectively, while the requirements of subparagraphs 5.5.3 and 5.6.3 of
the Standard can be left unchanged. Then, the above universal algorithms will be able to break
cryptographic protection in only 289, 21157 21550 and 22063 gperations with additional security margins of
about 20%, since 2559 745% ~ 96 QIISTEI% - 996 ISS0826% 9128 4§ 9206.5T7.5% . 9160

2.4. Subparagraphs 5.3.4, 5.4.4, 5.5.4, and 5.6.4 of the Standard specify that the length of the hash
code calculated by MCPIs shall be at least 120, 160, 250 and 400 bits for security levels 1, 2, 3 and 4,
respectively. If these threshold hash code lengths are used, the universal pre-image search algorithm by
exhaustive search of pre-images will be able to break cryptographic protection in 2'%°, 2!6° 2239 apd 249
hash operations, but Yuval's algorithm (attack) for collision search, based on the birthday paradox and
having computational complexity of = 2™, where m is the length of the hash code, will be able to break
cryptographic protection in2%, 2%, 2! and 2% hashing operations, respectively [7, 8, 14]. The values 2%,
2% and 2'* are below the corresponding secure thresholds of computational complexity for security levels
1, 2, and 3, since 2%° < 2% 280 < 2% and 2125 < 2'2 Therefore, to ensure secure hash code lengths, it is
necessary to increase their threshold values to 160, 240 and 320 bits, respectively, in subparagraphs 5.3.4,
5.4.4 and 5.5.4 of the Standard, while the requirements of subparagraph 5.6.4 of the Standard can be left
unchanged. Then Yuval's algorithm will be able to break cryptographic protection in only 2%, 2% 2160
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and 2*° hashing operations with an additional security margin of 20%, since 280"80% = 264  2120%80% — 79

2160*80% — 2128 and 2200*80% — 2160

2.5. The Standard does not impose any requirements on the length of Message Authentication Code
(MAC) computed by MCPIs. However, the complexity of breaking cryptographic protection provided by
a MAC substantially depends on its length m. Since message authentication codes are designed to control
data integrity and provide protection against falsified data entry and unauthorized modification of
messages, then in addition to the all-key brute-force algorithm accounted for in subparagraphs 5.3.1, 5.4.1,
5.5.1 and 5.6.1 of the Standard, for breaking cryptographic protection, universal search algorithms for
MACs (guessing attempts) can be used. The exhaustive algorithm for MACs has a computational
complexity of 2" operations for checking MACs [7, 8]. However, its characteristic feature is that the
algorithm is not executed on the computing tools of an adversary, but by MCPIs, whose performance is
significantly lower. Besides, MCPIs can limit the number of attempts to receive data with incorrect
MAGC:s. For these reasons, adversaries usually use for MACs a partial enumeration algorithm with the
computational complexity r of operations for checking MACs or, taking into account the correction for the
probability of its successful application, » / (¥/2™) = 2", where r is the number of attempts 1 < r << 2",
Therefore, to ensure a secure length of MAC:s, it is necessary to supplement paragraphs 5.3, 5.4, 5.5, and
5.6 of the Standard with the following subparagraphs:

"5.*.5 The length of a MAC calculated by a MCPI shall be at least 80 (120, 160, 200) bits. For the
sole purpose of protecting a MCPI against unauthorized modification, identifying corrupted keys, and
garbled encrypted data, it is allowed to use shorter MACs, but not less than 15 (20, 30, 40) bits."

In the general case, search algorithms for MACs will be able to break cryptographic protection in only
280 2120 2169 and 2% operations for checking MACs with an additional security margin of 20%, since
80780% — 964 H120%80% — 996 160%80% — 7128 g 2200"80% = 160 Ty the above-mentioned exceptional cases, the
algorithms will be able to break the cryptographic protection provided by a MAC, in just 2'%, 2%°, 2*° and
2% operations, as corrected. However, in these cases, a MAC is an additional line of defense and breaking
by an adversary of the entire cryptographic protection of a MCPI will be complicated by the expected
organizational and physical protection of the MCPI against unauthorized access and modifications, the
complexity of the directed and secretive change of the MCPI operation; organizational, cryptographic
(encryption) and other technical protection of keys at the stage of their distribution and loading,
identification of mismatch of downloaded keys by synchronization protocols of several MCPIs;
cryptographic (encryption) protection of encrypted data, as well as the execution of a search algorithm for
MACs by a MCPI itself, and not on the high-performance computing facilities of an adversary. The need
for introducing exceptions is dictated by the principles of maintaining consistency with the previous
edition of the Standard and ensuring that the requirements of each security level of the new version of the
Standard do not exceed the requirements of the higher security level of the previous edition and, in
particular, the requirements of subparagraphs 5.4.7, 5.4.8, 5.5.7, 5.5.8, 5.6.7 and 5.6.8 of the current
Standard.

2.6. Subparagraphs 5.3.5, 5.4.5, 5.5.5 and 5.6.5 of the Standard state that the length of an electronic
digital signature (DS) generated by a MCPI shall be at least 120, 200, 300 and 400 bits for security levels
1, 2, 3 and 4, respectively. In the case of using these threshold lengths of DS, the universal exhaustive
algorithm for signatures will be able to break cryptographic protection in 2'2°, 22%, 23% and 24 operations
for DS checking. However, in many modern MCPIs, the implemented DS generation and verification
algorithms use the El-Gamal scheme, in which the signature is a pair (r, s) of length m bits with the
elements r and s, as a rule, of the same length m/2 bits, and the signature verification reduces to comparing
the value of an expression with the element 5. Consequently, the exhaustive algorithm for elements s has
the computational complexity of 2”2 public key signature verification operations and, if threshold DS
lengths are used, it can break cryptographic protection in 2%, 2!, 2'5° and 22 operations for security
levels 1, 2, 3 and 4, respectively [7, 8, 12, 13]. The value of 2% does not attain the safe threshold of
computational complexity for security level 1, since 2°° < 2%, The values of 2'” and 2'*° are above the
secure thresholds of computational complexity for 2nd and 3rd security levels, but do not provide an
additional security margin of 20%, since 2'%0"80% = 280 < 296 apg 2150%80% = 2120 < 2128 Therefore, to ensure
a secure DS length, it is necessary, in subparagraphs 5.3.5, 5.4.5 and 5.5.5 of the Standard, to increase
their threshold values to 160, 240 and 320 bits, respectively, while the requirements of subparagraph 5.6.5
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of the Standard can be left unchanged. Then the exhaustive algorithm of the signature element will be able
to break cryptographic protection in, respectively, only 2%, 2'2°, 210 and 2% operations of signature
verification with an additional security margin of 20%, since 80780% — 64 H120%80% — 996 160%80% — 128 and
2200*80% — 2160.

2.7. Subparagraphs 5.3.6, 5.4.6, 5.5.6 and 5.6.6 of the Standard specify that the principle of generating
and forming keys implemented by a MCPI shall ensure that each bit of the key takes on the value of one
with a probability from the interval (0.5 + 0.03), (0.5 = 0.01), (0.5 £ 0.003) and (0.500 + 0.001) for
security levels 1, 2, 3 and 4, respectively, and, additionally, for security levels 3 and 4, keys shall be
random-number sequences and generated using random-noise generators based on physical processes.
These requirements, even with the increased specification for the computational complexity of
cryptographic protection breaking algorithms, provide the necessary level of security [15]. So, a partial
enumeration algorithm for the most probable keys of the same weight will have the computational
complexity of C," encryption operations or, subject to the correction for the probability of its successful
application, C," / (C," (0,5+d)" (0,5-d)"™) = (0,5+d)™ (0,5-d)"" > (0,5+d)™ (0,5+d)"" = (0,5+d)™, where n
is the key length, w is the key weight (the number of 1-bits), 0,5+d is the probability that a bit of the key
takes on a value of one. In the case of threshold values of the specified intervals, that is, for d = 0.03, 0.01,
0.003 and 0.001, the partial enumeration algorithm for the most probable keys with the lengths of 80, 120,
160 and 200 bits of cryptographic transformation algorithms will be able to break cryptographic protection
in only more than 2732 2165 21386 and 21994 operations, as corrected, and with a security margin of more
than 12%, Sil’lCC 273.2*8744% ~ 264’ 2116.5*82.4% ~ 296’ 2158.6*80.7% ~ 2128 and 2199.4*8042% ~ 2160‘ Consequently, to
ensure a secure interval of the probability that each bit of the key takes on the value of one, the threshold
values in subparagraphs 5.3.6, 5.4.6, 5.5.6 and 5.6.6 of the Standard can be left unchanged, but the
requirements themselves can be reworded as follows:

"5.3.6 The keys generated and formed by a MCPI shall be a random or non-deterministic pseudo-
random sequence of bits, where each bit takes the value of one with a probability within the interval
(0.500 £ 0.03).

5.4.6 The keys generated and formed by a MCPI shall be a random or non-deterministic pseudo-
random sequence of bits, where each bit takes the value of one with a probability within the interval
(0.500 £ 0.01).

5.5.6 The keys generated and formed by a MCPI shall be a random sequence of bits, where each bit
takes the value of one with a probability within the interval (0.500 £ 0.003).

5.6.6 The keys generated and formed by a MCPI shall be a random sequence of bits, where each bit
takes the value of one with a probability within the interval (0.500 £ 0.001)."

Analysis of additional requirements. In paragraphs 5.4 "Requirements for MCPIs of the second
security level", 5.5 "Requirements for MCPIs of the third security level" and 5.6 "Requirements for
MCPIs of the fourth security level" of the Standard [1] set forth additional security requirements.

3.1. Subparagraphs 5.4.7, 5.5.7 and 5.6.7 of the Standard state that MCPIs shall implement procedures
for calculating and verifying key checking information to prevent the use of keys corrupted at the stage of
distribution and loading with a probability of at least 0.9999, 0.999999 and 0.999999999 for levels 2, 3
and 4, respectively. In order to achieve compliance with the aforementioned lengths of MACs of 20, 30
and 40 bits, it is necessary to increase the threshold probability values to 1-10°, 1-10” and 1-107'%,
respectively.

3.2. Subparagraphs 5.4.8, 5.5.8 and 5.6.8 of the Standard specify that MCPIs shall implement
procedures for calculating and verifying checking information about encrypted data to identify corrupted
encrypted data with a probability of at least 0.9999, 0.999999 and 0.999999999 for security levels 2, 3 and
4, respectively, but for security levels 2 and 3 the requirement applies only to pre-encryption. This
exception for online encryption was introduced for the possibility to certify for security levels 2 and
3 cryptographically strong encryptors for analog telephones and radio stations operating on a very
narrowband voice data transfer channel and, therefore, excluding its use for transmitting additional
checking information. However, the known definitions of preliminary encryption are more theoretical than
practical, which leads to a subjective interpretation and circumvention of the requirements of the Standard
when a MCPI is under development and certification tests. On the other hand, modern telecommunication
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facilities and their data transfer protocols have built-in tools for detecting and/or correcting errors, which
often makes it unnecessary for a MCPI to detect corrupted encrypted data. Given this and intending to
comply with the aforementioned lengths of MACs of 20, 30 and 40 bits, it is necessary to increase the
threshold probability values to 1-10¢, 1-10™ and 1-10"'%, respectively, and extend this requirement in the
above subparagraphs to all types of encryption as follows:

"5.4.8 MCPIs shall implement procedures for calculating and verifying checking information about
encrypting data to identify random errors in encrypted data with a probability of at least 1-10° or the
MCPI documentation shall contain organizational and technical measures to ensure protection against this
threat.

5.5.8 MCPIs shall implement procedures for generating and verifying MACs or DS for encrypting
data to identify randomly or deliberately corrupted encrypted data with a probability of at least 1-10® or
the MCPI documentation shall contain organizational and technical measures to ensure protection against
this threat.

5.6.8 MCPIs shall implement procedures for generating and verifying MACs or DS for encrypting
data for encrypted data to identify randomly or deliberately corrupted encrypted data with a probability of
at least 1-107"2."

3.3. Subparagraph 5.4.9 of the Standard states that MCPIs shall inform the operator of the
establishment, reset, and also the impossibility of establishing an encryption mode. Subparagraph 5.5.9 of
the Standard, additionally, requires reporting other irregularities in operation. Moreover, subparagraph
5.6.9 of the Standard adds the requirement to prevent the transfer of open data to the storage, distribution,
and subsequent processing of encrypted data. That is, the current version of these subparagraphs is
oriented towards encryption and takes little account of authentication and key generation issues. The
requirement to prevent transfer is poorly combined with the requirements of reporting and is also more
theoretical than practical, which leads to a subjective interpretation of data areas and circumvention of the
requirements of the Standard when a MCPI is under development and certification tests. At the same time,
the Standard does consider issues of logging, which in recent years have been given a significant place in
the integrated security system. Based on the foregoing, it is proposed to amend subparagraphs 5.4.9, 5.5.9,
and 5.6.9 of the Standard as follows:

"5.4.9 MCPIs shall inform the operator about the current mode of operation.

5.5.9 MCPIs shall inform the operator about the current mode of operation and irregularities in
operation.

5.6.9 MCPIs shall inform the operator about the current mode of operation and irregularities in
operation, and to automatically log these events."

3.4. Subparagraph 5.5.11 of the Standard states that the routine procedures for deletion (destruction)
of keys by a MCPI shall ensure that they cannot be recovered. In addition to this, subparagraph 5.6.11 of
the Standard requires the delivery of technical means completed with the MCPI that implement the
specified procedures, if the MCPI itself does not implement them. However, the issues of recovering
information deleted in the RAM or external memory of a computer on various electronic and optical
media are often very knowledge-based and ambiguous, which leads to a subjective interpretation of the
impossibility of recovering deleted keys when a MCPI is under development and certification tests. The
inclusion of a paper shredder or an incinerator for burning paper and other key carriers in each set of
MCPI is excessive, especially in the presence of several MCPIs of the same type in an enterprise. Hence,
it is advisable to amend subparagraphs 5.5.11 and 5.6.11 of the Standard as follows:

"5.*.11 MCPIs shall delete (destruct) keys on completing their distribution, management, and use, or
the MCPI operational documentation shall contain organizational and technical measures for the deletion
(destruction) of keys."

Conclusion. The secure thresholds for the parameters of cryptographic algorithms defined in the
paper make it necessary to quickly revise the standard ST RK 1073-2007 to bring it into line with the
current level of development of theoretical cryptography and the capabilities of potential adversaries. The
developed proposals are specific and consistent with the current version of the Standard.

—— §) ——
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A.E. Aoapaxmanos!, I.T. Typauena?

l«Delta-IT» kenicimmaprTeix enmipic» XKIIC, Anmatel, Kazakcran;
’KP YKK Akanemuscsl, Anmatsl, Kazakcran

KPUNITOT'PAOUAJIBIK AJITOPUTM ITAPAMETPJIEPIHE APHAJIFAH
KAVYIICI3 HIETT K9HE CT PK 1073-2007 CTAHJAPTbI

Annoranus. Kasakcran Pecmyonmkaceaery KP CT 1073-2007 «AKmapatrTsl KpUOTOTPAQUSIIBIK KOPFay
Kypajnapsl. JKaimpl TeXHUKAIBIK TAJIANTap» MEMIICKETTIK CTaHAapThl 12 5KbUT OYphIH KaOBUIIAHIBI )KOHE aKIapaTThl
kpunrorpadusslk Kopray KypannapbeiHbiH (AKKK) camacein Oaranmayza HeTi3ri Ka3aKCTaHIBIK CTaHIAPT OOJBITT
caHanagpl. Ockl KyHre AEiiH TEOpHSUIBIK KpuITorpadus >KkaHalla Aamyla, COHAai-aK olyerTi Oy3ylIbUIapIbH
OUTIKTUIIN MEH ecenTey MYMKIHIIUTIKTEPI e apTThl. AKIAPaTThIH KPUITOTrPadUsIIbIK KOPFAHBICHIH OY3YIIbLIapIbIH
KypacThIpFaH MO/, OChl CTaHOAPTTHIH OIpHEIIEe epeKeNICPiHiH, ocipece, OIpIHIN JKOHE EKIHII aeHrenmeri
Kayilci3aiKKe KaThICThUIAPhI €CKIPTeH, ajl CTAHIAPTTHIH 631H JKaHAJIay KaXCTTUTITH ToIe eIl

CTaHﬂapTT])l JKaHaJlayaa TOMeHﬂ,eFi TY’KBIPBIMABIMAJIBIK Karuaajaapra HeFi3ﬂeHFeH JKOH:

1. CTaHZlapTTbIH AJABIHFBI PEAAKIHUACBIMCH Ca6aKTaCTl)IFI)IH CaKTay.

2. CraHmapTTa KOJJaHBUIATHIH OapiiblK KPUITOrPA(QUSITBIK TEPMHUHACPAL aHBIKTAY.

3. XKapusutaynan, MoxOypil Hemece KOPFaHBICTarbl akaparTsl Oackapa alMalThIHAad eTin OypManayzias,
aneyerTi Oy3ymisl OIOIKETIHEH, COHMail-aK KpUNTOorpadUsuIbIK KOPFAHBICTHIH OENTiIi aJroOpuTMIEpPiH ecenTeyaeri
JKOHE KEHICTITIHIEeTI KUBIHINBUIBIKTAH KeNeTiH 3akeIMAabl eckepin, cranmaprrarbl AKKK kayimnci3 tepT meHrewin
AHBIKTAY.

- Bipinmn, ekinmr, yrmiamm sxone Teprinmn aexreiaeri AKKK oromkeri 1000, 1 mun., 1 mupa, xoue 1 TpiH
AEK Oonran oneyertik Oy3yuibuiapaan Oaracel coiikec 100, S0 mbiH, 25 muH. xoHe 10 mupa AEK aprnaiitein
aKMapaTThl KOPFayFa apHaIIFaH;

- erep KOJJIaHy BIKTUMAJJBUIBIFBl COTTI JIeN Kepi MYJbTUIUIMKATUBTI TY3€TyHi €CKepe OTBHIPHII allbIHFaH
anroputM Kypaenimiri 204, 2%, 2128 xome 2'9 onepaumsman kem Gosica KOHE KPUNTOTPAQUANIBIK KOPFaHBIC
anroputMi Oenrimi 6onca, AKKK kayinci3mikTiH colikec OipiHII, KiHII, YIIIHINI »OHE TOPTIHIN Aeireiti Oona
anmaiinel. Erep kpuntorpadusuiblk KOPFaHBICTHI airy anroputMinid kypaenimiri 260, 280 2190 yane 2120 Gurren a3
Oosica, MyHzall anropuT™ KoJiiaHyFa 0oJMaiibl aen OorKaM KacaiMbl3.

4. CraHapTThlH JKalIbl TalanTapblHIa KOpraHblc NeHredine kapamacraH Oapibslk AKKK kosnmanbemateix
TEOPUSIIBIK JKOHE KOIJaHOambl Kpunrorpadusga Oenrisii HOpCeHi aHBIKTaI aiy.

5. Cragmaptra KpuUOTOTPaQILUIBIK —ANTOPUTMICPAIH HETI3TI IapaMeTpiiepiH JKOHE ONApIBIH  ecernTey
KYpIENUIrine coifkec KpUNTOrpadUsUIBIK KOPFAHBICTAPABl amydblH (IIa0yblUl) VHHBEpPCAl —alTOpUTMIEPre
TO3IMJIUIITIH KaMTaMachl3 €TeTeTiH, OEpIKTIriH ecKepe OTBIPBIN KayilCi3[MiK IIEriHiH IaMachlH aHbIKTay. HakThl
aliTKaHza:

- AKKK kpunrorpadusibiK TYpJAeHIIPYIeri CHMMETPHSIIBIK aITOPUTM/IE 1CKE aChIPbUIATHIH KIIT Y3bIHIBIFHI 1,
2, 3 xoHe 4 Kayinci3uik aeHreii ymin corikec 80, 120, 160 sxone 200 OutreH a3 0oaMaysl THIC,

- AKKK kpunrorpadusiblK TYpIeHAIPYAETT aCHMMETPHSIIBIK AITOPUTM/E 1CKE achIPbLIATBIH KUIT Y3BIHIIBIFBI
caiikec 160, 240, 320 sxone 400 OuTTEeH a3 OOIMAYHI THIC;

- AKKK kpunrorpadusuiblk TYPICHAIPYIEri aCHMMETPHSIBIK aIrOPUTME iCKe achIPbUIATHIH KT Y3bIHABIFBI
KpunTorpadusuiblk  TO3IMIUIIT KypaMa CaHHBIH KOOEHTKIIIKE JKIKTEyre HeMece akbIpFbl epicTe IUCKPETTi
moropudMIey MoceJeciHe HETi3IeNe OTBIPHIN, €CENTiH ecenTey Kypaeniumirine coiikec 1000, 2000, 4000 sxoHe
8000 buTTeH a3 OoMMayHI THIC.

6. AKKK «xayirci3mik meHreifine coiiKec, CTaHAApPTTaFbl YHWBIMIACTHIPYIIBI JKOHE TEXHHUKAIBIK KOCBHIMINA
TajanTapasl aHbIKTAY.

7. CrangapTTarbl HAKTBHI KPUNITOrPa(QUsUIBIK aJITOPUTMAEP MEH IPOTOKONAAPAbI aHBIKTayAaH 0ac TapTy.

Tyiiin ce3mep: aknaparThl KOpray, Kpunrorpadus, KpunrorpagusuiblK ajJropuTMaep napaMeTpi, MeMICKeTTiK
CTaHIIAPT, KOPFAHBIC ICHTCHi.

A.E. A6apaxmanos!, I.T. Typauena?

'TOO "KonTpaktaoe npoussoactso "Delta-1T", Anmatsl, Kazaxcram;
2Axkagemust KHB PK, Anmarsl, Kazaxcran

BE3OITACHBIE ITOPOI'H VIS HAPAMETPOB KPUIITOI'PAOUYECKHUX
AJITOPUTMOB U CTAHIAPT CT PK 1073-2007

AnHotauus. locymapctBennslii cranmapt Pecmy6mmkn Kazaxcram CT PK  1073-2007 "Cpenctsa
Kkpunrorpaduyeckoii 3amutel nHPopManuu. OOmue TexHUIecKkrue TpeboBaHua" ObUT mpUHAT 12 NmeT Ha3amg U cTaa
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OCHOBHBIM Ka3axXxCTAaHCKHM CTaHJIapTOM JUISl OLIEHKH KadecTBa CPEICTB KpUITOrpadHyecKoi 3amuTsl HHPOpPMALUN
(CK3M). 3a mpouienmiee BpeMsi TeOpeTHYEcKas KpUnrorpadus MOIydWsia HOBOE pa3BUTHE, a TAaKXKE BBIPOCIH
KBaJ'II/I(bI/lKaLll/ISI U BBIYHUCIIUTCIIBHBIC BO3MOXXHOCTH ITIOTCHIIHMAJIbHBIX HapyumTeﬂeﬁ. HOCTpoeHH])le MO/JeIn
HapyuuTenei Kpunrorpaduueckoil 3amuThl HHPOPMAIIMK TOKA3bIBAIOT TO, YTO Psiji MOJIoXKeHuit atoro CraHaapra,
0COOEHHO KacaroIluecss MepBOTO W BTOPOTO YpOBHs Oe3zomacHocTH, ycrapenw, a cam CramapT HeoOXoamMo
OOHOBHTS.

I[Ipn obHoBiennn Cranmapra 1€7€cO00pa3HO  PYKOBOJICTBOBATHCS — CIEAYIOIIMMH  KOHLENTYaJbHBIMHU
IMpUHIUIIAMU

1. CoxpaHeHHe MPEEMCTBEHHOCTH C MPEAbIAYIIMMHU peaakuusamu CTanaapTa.

2. Onpenenenne B CTaHOapTe BCEX UCTIOIB3YEMBIX B HEM KPUITOTPAQHIECKIX TEPMITHOB.

3. Onpenenenne B CtaHgapte deTsipex ypoBHel 6e3omacHocTr CK3U, yBsA3aHHBIX C BO3MOXKHBIM YIIEPOOM OT
pasriamieHus, HaBS3BIBAHHUS WM HEKOHTPOIHPYEMOI'O W3MEHEHHs 3aIldIiaeMoil mHGopMaimu, ¢ OIIKETOM
MOTEHUWAIbHOTO HAPYIIUTENSA, a TakKXKe C BBIYUCIUTEIBHOW M IPOCTPAHCTBEHHON CIIOKHOCTBIO HM3BECTHBIX
AITOPUTMOB BCKPBITUS KPUNITOTPapUIECKOH 3aIIUThI:

- CK3H1 mepBoro, BTOPOTO, TPEThEr0 M YETBEPTOrO ypPOBHEH OE30MACHOCTH IMPEIHA3HAYCHBI JJIS 3aIlUTHI
uHdopmanuu croumoctbio He 6osiee 100, 50 Thic., 25 MuH. 1 10 Mipa. MPII oT noTeHUMAIBHBIX HApyLIUTENEH C
oromkeToMm He 6ostee 1000, 1 muH., 1 Mapa. u 1 Tpiaa. MPII cooTBeTCTBEHHO;

- CK3U He MOTyT OBITh MPU3HAHBI COOTBETCTBYIOIIUMHE IIEPBOMY, BTOPOMY, TPETHEMY WIIH YETBEPTOMY YPOBHIO
0e30IacHOCTH, €CIM M3BECTEH QJITOPUTM BCKPBITUS KpPUNTOrpadMyYecKOd 3aIliuThl, oOecreunBacMoil HMH,
BBLIYMCIIUTENBHAS CII0KHOCTh KOTOPOro cocTasiseT MeHee 204, 290, 2128 i 2160 opepanuii cooTBeTcTBEHHO, € yueTOM
00paTHOI MyJIbTUIUTUKATUBHOI ITONPABKH HA BEPOSTHOCTh €r0 YCIEHIHOIO NPUMEHEeHHUs. Ecin alroput™ BCKphITHS
KpUNTOrpaGUIeckoil 3amUTBl WMEET IIPOCTPAHCTBEHHYIO CIOKHOCTH He Memee 280, 280 2100y 2120 Gyp
COOTBETCTBEHHO, TO STOT AJITOPUTM II0JIATaeTCsI HEMPUMEHUMBIM.

4. Onpenencare B CtaHgapTe oOmMUX TPeOOBAHMIA, SBITIONMINXCS a30yYHBIMHU B TEOPETHUECKOW M MPHUKIIATHON
Kpunrorpaduu u, moromy, npenbsasisieMsix ko BcemM CK3U He3aBuCHMO 0T ypoBHsI 6€3011aCHOCTH.

5. Onpenenenrie B CtaHapTe OCHOBHBIX NMapaMeTPOB KPUNTOrpaMuecKUX aJTOPUTMOB M UX OE30MaCHBIX
MOPOTOBBIX 3HAYEHUI C 3alacoM NPOYHOCTH, OOECICUMBAIOLIMX CTOWKOCTh K M3BECTHBIM YHUBEPCAIBbHBIM
anropuT™MaM (aTakam) BCKPBITHS KPUITOTpadUIeCKOi 3alIUThl COOTBETCTBYIONIEH BEIYUCIUTEIHHON CI0KHOCTH. B
YaCTHOCTH:

- mmHa Kmoda peann3dyeMbix CK3W CcHMMETpUYHBIX alTOpPUTMOB KPHITOTPa(UIecKoro IMpeodpa3oBaHUs
noivkHa ObITh He MeHee 80, 120, 160 u 200 out mst 1, 2, 3 u 4 ypoBHe# 6€30MacHOCTH COOTBETCTBEHHO;

- uimHa Kioya peannzyeMblx CK3U acMMMETpHYHBIX aJrOpUTMOB KpUOTOrpaduueckoro mnpeoOpazoBaHus
nomkHa ObITh He Menee 160, 240, 320 u 400 GUT COOTBETCTBEHHO;

- umHa moda peanm3yeMbix CK3W acHMMETpHYHBIX alrOPUTMOB KPHUOTOTPApHUECKOro MpeoOpa3oBaHMUS,
Kpunrorpaduyeckass CTOMKOCTh KOTOPBIX OCHOBAaHA Ha BBIYUCIUTEIBHON CIIOKHOCTH 3a/laqd  Pa3JIOKEHUS
COCTaBHOT'O YHCJIa HA MHOXKHTEINH WU 33/Ia4H JHCKPETHOTO JIoTapu(MUPOBAHUS B KOHEYHOM TIOJIE, TOJDKHA OBITh
e meree 1000, 2000, 4000 u 8000 GUT COOTBETCTBEHHO.

6. Onpenenenne B CraHgapTe JONOJHHUTENBHBIX OPraHM3allMOHHBIX W TEXHWYECKMX TPEeOOBaHMH,
npenpssiasieMsix kK CK3U B 3aBucHMOCTH OT ypOBHS 0€3011acHOCTH.

7. Otka3 ot onpeneneHus B CtaHnapTe KOHKPETHBIX KPUNTOrPahUIECKUX aJIrOPUTMOB H ITPOTOKOJIOB.

KiaroueBble cioBa: 3ammra wHOOpMAIWH, KPUNTOTpadus, MmapaMeTpbl KPUNTOTpapUUecKUX allTOPUTMOB,
TOCYJapCTBEHHBIN CTaHIApT, YPOBEHb O€3011aCHOCTH.
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